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Abstract of the contribution: This contribution proposes the design principles and the Next Generation Network Architecture reference model. Further more, this paper takes into account the Functional Allocation of CP aspect based on the progress of key issues in TS23.799.
Introduction

The purpose of this proposal is to propose a NextGen architecture and the related function allocation. We believe that the parallel progress on both the architecture and the key issues enable consolidate a comprehensive NextGen system design.

General
The overall functions allocation
The Control plane and the User plane functionality split, has already been agreed in the Architectural assumptions (23.799 chapter 4.1). The distributed GW deployed closed to the location of the UE effectively reduces transmission delay. In addition, it could realize the function evolution and performance promotion of the control plane and forwarding plane separately, so as to promote the flexibility and efficiency of overall network system.
Proposal 1: The general architecture reference model based on control and user plane separation is the starting point for the reference architecture. 
Network slicing support
Network slicing is one key feature which shall be enabled in the NextGen system. From architecture perspective: 
1) Select the proper slice for the UE
2) Enable the system to build a slice per services with significant variant requirements. 
Proposal 2: 
Slice Selection Function shall be introduced in the NextGen architecture. CP functions have proper granularity for slice generation..
User Data Management
1) Converged user data across Control plane function and Policy Function helps avoid duplication of context information (e.g. in EPC UE location may duplicated maintained in HSS and SPR). 
2) Abstract user state information (i.e. UE context, session information) helps to do migration of the user session in the virtualized environment. 

3) Techniques such as in-memory provide efficient way to support new user data management design. 
Based on the above motivation and as required in Section 4.1 of TR 23.799, it shall be designed as a flexible information model with relationships between user related managed data, and with a level of abstraction sufficient to be independent of any specific protocols. 
Proposal 3: Introduce UDM function, providing a unified data management for subscription, policy and user session state.
Functional design of CP 
Currently the key issues in 23.799 reflected the main function blocks of the CP functions. Even though there still a need for further discussion on division of functions and reference points, it is still valuable to illustrate those functions explicitly, reflecting current progress.
Proposal 4: The basic function of CP is introduced.
Principle
Following architecture principles are important for Next Generation Network architecture:

Key architecture principles:
· Allow scalability of UP and CP functions independently
· Allow for a flexible deployment of UP separate from the CP, i.e. central location or distributed (remote) location 

· Selection and integration of network functions with the cloud infrastructure within a network slice
· Separation of Policy function to govern the network behaviour and end user experience
· Support a flexible information model with relationships between user related managed data, and with a level of abstraction sufficient to be independent of any specific protocols
· Support optimized distribution of the data and the location of the data repositories in the network (access and core network) for efficient management of user related data by network entities
· Convergence user data across Control plane function and Policy Function helps avoid duplication of context information
· Support capability exposure to accommodate various services 
· Shall be forward compatible designed in this release with future release
The basic network functions in the NextGen Control Plane
· Mobility Management: enables the operator to provide mobility support which, if needed, includes session continuity for all types of devices that connect to NextGen core via 3GPP accesses and/or non-3GPP accesses. The solutions for MM depend on the key issue 3 discussion.

· Session Management: responsible for the setup of the IP or non-IP traffic connectivity for the UE as well as managing the user plane for that connectivity. The details of the SM depend on the key issue 4/5/6 discussion.

· Access &Authentication & Authorization Management: is responsible for the authentication of the identity (e.g. user identity) that is presented to the network, when a UE requests to receive service(s) from the next generation network. This is a basic function in the Control Plane, and the details of the authentication depend on the key issue 12.

· Charging Management: even the charging would not be considered in R14, but it is the basic requirement for the mobile network .The architecture shall support both Online and Offline charging. In addition it shall support various charging models such as application based volume/time, etc.
· Policy Management: the basic policy is the QoS framework to enable the operator to provide QoS for the wide range of use cases is expected to be fulfilled by the NextGen architecture. The details of the QoS framework depend on the key issue 2 discussion.
· LI: Support regulatory requirements for Lawful Intercept.
· NSSF: is responsible for selecting which Core Network Instance to accommodate the UE. The details of this part depend on key issue 1.
· The intercommunication between the basic Control Plane network functions depend on the interface mechanism design, and the details of this part depend on the key issue 7.
· There is a CEF in top of the next generation architecture, which could allow the 3rd party/UE to access information regarding services provided by the network and dynamically customize the network capability for different diverse use cases within the limits set by the operator. Even the network capability exposure would not be considered in R14, but the requirement for this capability has been stated in the high level requirement and the key issue 9 will focus on it.

Proposal
It is proposed to add the following text to the TR 23.799 “Study on Architecture for Next Generation System”.
* * * Start of changes * * * *

 7 Architecture(s) for the Next Generation System

Editor's Note: Architecture options in this Section will be consolidated and refined during the study. 
7.x Consolidated Architecture option x
7.x.1 General
Key architecture principles:
-
Separated UP and CP functions, allowing independent scalability

- 
Allow for a flexible deployment of UP and CP functions, i.e. central location or distributed (remote) location 

- 
Modularized function design to meet variant vertical service requirement, e.g., using sliced network

-
Network function and interactions design enable leveraging NFV/SDN

-
Support a flexible information model with relationships between user related managed data

-
Minimize access and core network dependencies

-
Support capability exposure to accommodate various services and enable value-added services

-
Concluded architecture in the study shall support forward compatibility of R15 and R16 system design
7.x.2 Non-roaming reference architecture and reference points

The NextGen architecture consists of the following functions:

NG Core Control Plane functions (NG-CP):

-
Authentication &Authorization Management

-
Mobility Management

-
Session Management 
-
Policy Management 

-
Charging Management (control part of enforcement of charging) 

-
Lawful intercept (control part of enforcement of LI)

-
NSSF: network slice selection function
NG Core User Plane functions (NG-UP):
-
Including functions such as: Packet routing & forwarding

-
Traffic handling for User plane (e.g. QoS enforcement)

-
Packet inspection

-
Lawful intercept (UP collection)

-
Roaming interface (User plane)

NG User Data Management (UDM):

-
A unified data management for subscription, policy and user session state
NG Policy Control Function (PCF):

-
Policy Control for NG Core
Capability Exposure Function (CEF):
The following figure depicts the non-roaming functional reference architecture
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Figure 7.x.2-1 Non-Roaming NextGen Architecture

The following reference points are illustrated in Figure 7.x.2-1:

NG1:
Reference point for the control plane between NextGen UE and NextGen Core.
NG2:
Reference point for the control plane between NextGen RAN and NextGen Core.

NG3:
Reference point for the user plane between NextGen RAN and NextGen Core.
NG4：
Reference point between NG Core Control function and NG User Plane Functions
NG5：
Reference point between NG Policy Control function and Application Function
NG6:
Reference point between the NextGen Core and the data network. Data network may be an operator external public or private data network or an intra-operator data network.
NG7:
Reference point between NG Core Control and NG User Data Management.
NG8:
Reference point between NG Core Control function and NG policy Control.

NG9:
Reference point between NG Policy Control function and UDM.

Editor Notes: The mechanism for the CEF interacting with the functions in the dash box is FFS.

Editor Notes: The Non-3GPP access is FFS.

7.x.3 Roaming architectures
The following figure introduces roaming (Home-routed) functional reference architecture
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Figure 7.x.2-2 Roaming architecture for NextGen Architecture. Home routed traffic
NG-RoamingC: Reference point between Visited NG Core Control roaming Function and Home NG Core Control Function.
NG3’:
Reference point between two NG User Plane functions, also including when connecting Visited NG User Plane Roaming function and Home NG User Plane function.
NG7’: 
Reference point between Visited NG Core Control Roaming Function and Home NG User Data Management.
The following figure introduces roaming (Local-breakout) functional reference architecture
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Figure 7.x.2-3 Roaming architecture for local breakout

NG10:
Reference point between Visited NG Policy Control function and Home NG Policy Control Function.
7.x.4 CP function illustration

[image: image4]
Figure 7.x.4-1 Function illustration of CP

The basic functions of CP is illustrated in the Figure 7.x.4-1
· MM: Mobility management

· SM: Session management

· CM: Charging management
· AM: Access & Authentication &Authorization Management
· PM: Policy management

· LI: Lawful intercept
· NSSF: network slice selection function(Co-located with CP)
· Editor's Note: Whether the interfaces between these functions in the CP is FFS.
* * * End of changes * * * *
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